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Customer Number 1849636
BSB Number 313-140
Statement Number 33
Statement Date 31 March 2022
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Animal Healing Pty Ltd ATF The Middle Call132 888

Superannuation fund Visit bankaust.com.au

PO Box 402

BALINGUP WA 6253

Account summary

Account Number Account Opening Balance  Total Debits  Total Credits  Closing Balance
12204823 Commercial Saver 110,361.38 1,000.00 709.39 110,070.77

Account transactions

Account: 12204823 Commercial Saver TFN Quoted
Account Name: Animal Healing Pty Ltd ATF The Middle Su

Effective Posted Description Debit Credit Balance
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1Mar Opening Balance 110,361.38

3 Mar 3Mar Received From Sav 12201827 Transfer From G J Middle
- 200.00 110,561.38

10 Mar 10 Mar  Direct Credit Bank Of QLD - Clare Super Pay 500.00 111,061.38
22 Mar 22 Mar  Transfer To Sav 12201830 To C E Middle - Clare's Super

Paym 1,000.00 110,061.38

31 Mar 31Mar InterestCredit 9.39 110,070.77

31 Mar Closing Balance 110,070.77

How to set up (-
a quick transfer

Open app > Settings > Home screen
shortcuts. Then drag and drop
‘Quick Transfer’ icon to menu below,
ready for set up.

From Everyday Access

To Visa Credit Card

Transfer $100 now

Please check the transactions on your statement to make sure they're correct. If you don't recognise a transaction and you'd like to dispute it, please contact us.
You can also refer to our 'Account & Access Facility Conditions of Use' on our website for account or dispute resolution details.
Please retain this statement for taxation purposes.
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Factsheet
Security Guidelines

Security Guidelines

We are committed to protecting our customers’ money.

This guide gives you a few ideas you can use to ensure
your money remains as safe as possible.

Bank Australia will never

send you unsolicited emails asking for information;

ask you to tell us your PIN or personal banking details in

an unsolicited email, SMS or telephone call;

ask you to give us your full card number or security
information; or

ask you to click on a link in an email to log in to your account
and verify your details.

It's your responsibility to

ensure the security of your devices and passwords;

update your personal details straight away if you've moved
house or have a new number;

contact us immediately if any payment options (card,
cheque book, phone banking, internet banking, device) are
compromised or there is a transaction you don’t recognise
on your account; and

let us know of travel plans and if you will be contactable
during your trip.

Online Safety

use the information on Scam Watch and Stay Smart Online

to stay informed about any online risks, such as phishing

and scams;

use social media with caution and be careful to not over-share
your personal information; and

don’t click on links or enter any payment or personal details
on an unsecured website.

Fraud prevention

check your statements and contact us immediately if there

is anything you don’t recognise or understand;

destroy statements and letters securely if you no longer need
them;

be aware of scams. Scammers may contact you via mail,
email, SMS, telephone, online marketplaces like eBay, social
media, or even door knocking;

Bank
D, Australia

RESPONSIBLE
BANKING

Device security

update devices regularly and run virus scans frequently;

check the log-in information on the welcome page of internet
banking - it contains the most recent activity completed with
your log-in details;

use websites and apps that you can trust;

for security, turn on auto-lock (requiring a PIN/Password/Facial
Recognition) and don't let others use your login credentials; and
turn your auto-updates on to make sure you don’t miss any
security patches and bug-fixes.

Card security

sign the signature panel as soon as you receive a new card
and destroy your old card;

use card controls to turn off any purchase options you don't
need - you can use the Internet Banking and app controls to
toggle these on and off as needed;

don’t let anyone else use your card or card details; and

treat your card as if it were cash, and don’t leave it unattended
(e.g. in acar, at your workplace, or in a public place).

Password security

don’t choose a password that is easily identified with you,

such as your name, date of birth or telephone number;

never tell anyone else your PIN or access codes, including
family, friends, police or Bank staff;

make sure that no-one sees you enter your PIN or pass code;
for personal security, avoid using dimly lit ATMs;

notify Bank Australia immediately if you believe your PIN

or codes become known to anyone else;

don’t provide banking details via open email, or via a link in

an email - contact the merchant directly on their legitimate
phone number if you are unsure;,

don’t record details of your PIN or access codes on a hand-held
device or computer;

never use a terminal or ATM that doesn’t look genuine, appears
to have been modified or has a suspicious device attached;
cover your hand when inputting your PIN; and

if a merchant doesn’t let you insert your chip card and enter
your PIN, we encourage you to exercise caution.

Have any questions about the security of your account?

+ check your credit report at least once a year; and
+ read any Terms and Conditions carefully before making any
purchases.

Contact us on 132 888 or mail@bankaust.com.au. If you're
overseas please call (03) 9854 4666. If you need to cancel
your card after hours, use card controls or call 132 888 and
follow the prompts.

Visit us at 222 High Street, Kew VIC 3101 Talk to someone 132 888
Mailing something? Private Bag 12, Kew VIC 3101 If you need to fax 03 9853 9294

Learn about our stories at bankaust.com.au
Email us mail@bankaust.com.au
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